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– Management’s Role in Assessing and Managing Material Cybersecurity Risks:
The assessment and management of material risks from cyber threats is managed by the CIDO, CISO and Cybersecurity
Council, as further described below.

• CIDO—The CIDO has had the overall responsibility for PSEG’s cybersecurity since September 2022,
including the assessment and management of material risks to PSEG from cybersecurity threats. The CIDO has
served in that position since August 2020 and is a direct report to the CEO. The CIDO has over 25 years of
energy experience inclusive of leading technology compliance with cybersecurity regulations for nuclear,
transmission, gas and corporate assets. Our CIDO’s experience includes leading the secure technology design,
development, and deployment strategy for grid modernization efforts, including digital customer engagement
platforms, advanced metering, enterprise asset management and distribution automation functionality.

As noted above, the CIDO provides cybersecurity updates to the Board or its Committees, regularly attends and
provides updates with the CISO to the IOC, and has met with the IOC, without other members of management
present, during the IOC executive sessions.

The CIDO remains informed about the monitoring, prevention, detection, mitigation, and remediation of
cybersecurity incidents through the CISO and other members of the cybersecurity team, as appropriate, who are
tasked with these responsibilities on a day-to-day basis.
• CISO—The CISO has day-to-day responsibility for PSEG’s cybersecurity, including the assessment and

management of material risks to PSEG from cybersecurity threats, and leads the cybersecurity team. The CISO
served in this role since July 2024. Our CISO has over 20 years of experience in cybersecurity and served as a
VP, CISO in the manufacturing/chemicals sector prior to joining PSEG. Our CISO also started her career at the
Department of Defense and led cyber teams in the financial and retail sectors. Our CISO holds an MBA in
strategy, an MSE in Computer Science, a BS in Computer Science, and multiple cybersecurity certifications,
including Certified Information Systems Security Professional.

As noted above, the CISO provides cybersecurity updates during the four regularly scheduled IOC meetings and
regularly meets with the IOC, without other members of management present, during executive sessions. The CISO
remains informed about the monitoring, prevention, detection, mitigation, and remediation of cybersecurity
incidents through the members of the CISO’s cybersecurity team, who are tasked with these responsibilities on a
day-to-day basis.
• Cybersecurity Council—The Cybersecurity Council, chaired by the CISO, ensures that senior management, and

ultimately, the Board, are given the information required to exercise proper oversight over cybersecurity risks
and that escalation procedures are followed. The Cybersecurity Council meets at least six times annually to
receive reports on the state of PSEG’s cybersecurity program, provide guidance on the strategic direction of the
program, discuss emerging cybersecurity issues, and review the cybersecurity scorecard to measure
performance of key risk indicators. The Cybersecurity Council receives presentations from the CISO, members
of the Cybersecurity team, other IT domain experts, cybersecurity managing counsel and external cybersecurity
experts, and participates in tabletop exercises led by external consultants. In addition to the CISO, the
Cybersecurity Council members include the: (i) CIDO; (ii) EVP and General Counsel; (iii) EVP and CFO; (iv)
President and COO of PSE&G; (v) President of PSEG Nuclear and Chief Nuclear Officer; (vi) SVP – Corporate
Citizenship; (vii) SVP – Chief Human Resources and Diversity Officer; (viii) VP of Corporate Security and
Properties; (ix) SVP – AERC; (x) Project Executive Advisor; and (xi) Vice President and Controller. PSEG’s
Corporate Secretary and Managing Counsel – Cybersecurity serves as counsel to the Cybersecurity Council. In
providing oversight of risks from cybersecurity threats, Senior Management is informed of cybersecurity risks
through updates shared during Cybersecurity Council meetings and through notifications or updates by the
CISO, pursuant to PSEG’s Cybersecurity Event Escalation and Incident Response Practice.

For a discussion of regulatory requirements relating to cybersecurity matters, see Item 1. Business—Regulatory
Issues.


